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ARE YOU EXPOSED TO THE THREAT OF A

m» CYBER ATTACK ==
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52

of IT professionals expect their organization to be targeted
and negatively affected by a successful cyber attack.
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Most Common Cyber Security Threats
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Theft of Mobile DoS / DDoS Corporate Highly-Specific

Devices Attacks Espionage Attacks

@P 256 and 158 Average number of days it takes
an organization to detect a data breach caused
by malicious attack or human error, respectively.
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High Cost for Inexpensive Data

While the average cost of a data breach has risen to $6.53 million,
hackers and cyber criminals have turned organizations’
‘cheap” data into a very profitable business on the black market.
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Approximate number of Average cost to
records exposed or organizations per exposed or
compromised per breach. compromised record.
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~ The underground hacker markets are
k\,’—/ booming with stolen data, fake documents,

and 100% satisfaction guarantees.

Credit Card Counterfeit New Identity & High Quality Bank
Number & Data Driver's License Fake SSN / Card Account (+75K)
$4 to $35 $100 to $150 $250 to $400 6% of Balance

Dell SecureWorks*

*Based on independent data, surveys, and research conducted by:
"Kaspersky Labs 2013 Security Bulletin

® Citrix & CyberEdge Group 2015 Cyberthreat Defense Report

*IBM & Ponemon Institute 2015 Cost of Data Breach Study: US S t ra t X C‘ S y stems
*Dell SecureWorks 2014 Underground Hacker Markets
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